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الجريمة الإلكترونية
تعريف الجريمة الإلكترونية أو المعلوماتية أو السيبرانية، فهي كل نشاط إجرامي يؤدى فيه

النظــام التقنــي دور ا لإتمامــه، علــى أن يكــون هــذا الــدور علــى قــدر كبيــر مــن الأهميــة ســواء كان 
الحاســب الآلــي أو أي وســيلة اتصــال حديثــة أداة لإتمــام النشــاط الإجرامــي.

برامج التواصل الاجتماعي
وهــي برامــج إلكترونيــة تم إعدادهــا بهــدف تبــادل المعلومــات والصــور والفيديوهــات عــن طريــق 
ــال : واتساب-انســتجرام- وي  ــى ســبيل المث ــا عل ــف المحمــول ومنه ــزة الهات ــي ، وأجه الحاســب الآل

ــوك. شــات-تي ت

مواقع التواصل الاجتماعي
تعــد المواقــع الاجتماعيــة أداة لتواصــل الأقــارب والأصدقاء عن طريــق المحادثة أو البريد الإلكتروني، 

وتتعــدد أشــكالها وأنواعهــا فمنهــا علــى ســبيل المثال : فيســبوك- يوتيوب- كيو زون

خصائص وسمات الجرائم الإلكترونية

الخصوصية:
يرجــع ذلــك إلــى قلــة عــدد الحــالات التــي تم اكتشــافها وصعوبــة إقامــة الدليــل علــى مرتكبيهــا وعــدم 
اســتخدام العنــف كوســيلة لارتكابهــا، فهــي تتســم بالطابــع التقنــي الــذي يضفــي عليهــا الكثيــر مــن 

التعقيــد.

متعدية الحدود: 
لتخطيها الحدود الجغرافية، مما أكسبها الطبيعة الدولية وخاصة بعد ظهور شبكات المعلومات،

لم يعد هناك حدود مرئية أو ملموسة تقف أمام نقل المعلومات عبر الدول المختلفة.

طبيعتها:
تتميــز بطبيعــة خاصــة حيــث إنهــا ترتبــط بالتقنيــة أو التطبيقــات الإلكترونيــة الحديثــة ومــا يترتــب 

عليهــا مــن آثــار وســهولة في ارتكابهــا وأيضــا صعوبــة الكشــف عــن مرتكبيهــا.



أهداف ارتكاب الجرائم الإلكترونية

أهداف
ارتكابها

الوصول إلى 
المعلومات

الحصول على 
المعلومات السرية

التجسسالكسب المادي

الاختراق

أنواع الجرائم الإلكترونية

أنواعها

جرائم تستهدف 
الأفراد

جرائم سياسية

جرائم تستهدف 
الملكية

جرائم تستهدف 
الحكومات

الجرائم 
الجنسية

جرائم النصب

جرائم التشهير



سمات مرتكب الجرائم الإلكترونية

المهارة أو القدرة على استخدام الحاسب
وهــي الخبــرة المكتســبة فــى هــذا المجــال، ويمكــن ارتــكاب هــذه الجريمــة بقــدر يســير مــن الخبــرة 

فــى هــذا المجــال.

المعرفة:
وذلــك بالإلمــام بالبيئــة المحيطــة بالجريمــة المعلوماتيــة، وظروفهــا ونســبة نجاحهــا أو فشــلها، ووضــع 

تصــور كامــل لهــا.

السلطة:
وهــي الحقــوق والمزايــا التــي يتمتــع بهــا المجــرم والتــي تمكنــه مــن الدخــول علــى نظــام الحاســب الآلــي، 

ســواء بســلطة حقيقيــة أو غيــر حقيقيــة، وذلــك باســتخدام شــفرة الدخــول الخاصــة بشــخص آخــر.

دوافع ارتكاب الجرائم الإلكترونية

التسلية والمزاح 
مع الآخرين

مواجهة مشاكله 
المادية

إثبات قدرته على 
اختراق الأنظمة

إلحاق الضرر 
والأذى

تحقيق الربح 
المادي

بواعث إرهابية



www.shjpolice.gov.ae

أرقام هواتف تهمك

----------------------------------------------------------
999 طوارئ شرطة الشارقة                

----------------------------------------------------------
901 مركز خدمة الاتصال للحالات غ
 الطارئة 

----------------------------------------------------------
998 الإسعـاف                 

----------------------------------------------------------
 997 الدفـاع المد�                

----------------------------------------------------------
  065584444 وحدة الإسعاف والإنقاذ       
----------------------------------------------------------
0527003333 الشرطة المجتمعية   
----------------------------------------------------------
065943210 إدارة التحريات والمباحث الجنائية 

80044 رقم مجا�    
----------------------------------------------------------

مع تحيات شرطة الشارقة 

الوقاية من الجرائم الإلكترونية

أخذ الحيطة 
والحذر

تجنب الرسائل 
المجهولة

عدم التواصل مع 
مجهولين

الحرص على 
المعلومات 
الشخصية

الاحتفاظ بنسخ 
احتياطية من 

المعلومات


